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On January 13, lawmakers in the State of Washington introduced a law that would provide state residents with

new privacy rights.

If passed, the Washington Privacy Act (WPA) would be another state law in the same vein of the European

Union’s General Data Protection Regulation (GDPR) and the newly enacted California Consumer Privacy Act

(CCPA).

The WPA would grant Washington consumers the right to access, delete, correct and move their personal

data, or opt out of data collection altogether.

Washington’s proposed definition of “personal data” is “any information that is linked or reasonably linkable to

an identified or identifiable natural person,” but does not include deidentified or publically available information.

Would WPA apply to my company?

The proposed law would apply to any business located in Washington or that targets services or products to

Washington consumers.

To fall within the law’s purview, the business must either control or process the personal data of at least

100,000 consumers or derive more than 50% of its gross revenue from the sale of personal data of more than

25,000 Washington residents.

WPA’s broader impact

WPA-impacted companies could range from big names like Amazon and Microsoft to data brokers and retail

stores, among others.

As drafted, the WPA does not create a private right of action. Rather, it would empower the state attorney

general to seek injunctive relief and fines of up to $7,500 per violation. The proposed effective date is July 31,

2021.

This marks Washington’s second attempt at passing a sweeping data protection law. Last year, Washington

came close to becoming the second state following California to enact consumer privacy legislation. However,

the 2019 version of the WPA passed the Washington Senate — only to stall in the Washington House.

A separate bill was recently introduced that would regulate state and local governments’ use of facial
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recognition programs. Senate Bill 6280 would require governments to publish accountability reports and

conduct testing of its facial recognition software to ensure accuracy, as well as provide public notice when it is

in use.

Future of Washington’s consumer privacy laws

The future of both the 2020 WPA and SB 6280 is unclear at this stage. Many critics, including the American

Civil Liberties Union, Electronic Frontier Foundation and Consumer Reports, argue that the proposed

measures do not go far enough and contain too many loopholes for businesses.

Similar concerns led to the downfall of the WPA last year. Some critics champion more forceful measures,

including ones that would require data brokers to register with the state, create a private right of action and

implement a moratorium on the use of facial recognition software.

Other critics oppose further creation of a state-level patchwork of privacy protections and instead advocate for

a federal bill that would standardize requirements across the country.

Our Privacy, Cybersecurity, and Data Management team will continue to monitor WPA developments, as well

as consumer privacy bills introduced in other states and at the federal level.

Education

Personnel Performance, EEPL, Terminations, Job Description, Personnel Contracts

February 07, 2020

Entertainment and New Media

What's Next: Negotiating Deals in the Next Decade

February 07, 2020

Privacy, Cybersecurity and Data Management

Issues for Oil and Gas Operators to Consider Under the CCPA

Related Knowledge

Knowledge

Financial Poise Webinar: Representing Asset Purchasers in Bankruptcy

February 07, 2020

https://app.leg.wa.gov/billsummary?BillNumber=6280&Year=2019&Initiative=false
https://www.adamsandreese.com/experience/practices/privacy-cybersecurity-and-data-management
https://www.adamsandreese.com/news-knowledge/financial-poise-webinar-bankruptcy-transactions-representing-asset-purchasers-in-bankruptcy


 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

The material appearing in this website is for informational purposes only and is not legal advice. 
Transmission of this information is not intended to create, and receipt does not constitute, an 
attorney-client relationship. The information provided herein is intended only as general information 
which may or may not reflect the most current developments. Although these materials may be 
prepared by professionals, they should not be used as a substitute for professional services. If legal or 
other professional advice is required, the services of a professional should be sought. 

The opinions or viewpoints expressed herein do not necessarily reflect those of Lorman Education 
Services. All materials and content were prepared by persons and/or entities other than Lorman 
Education Services, and said other persons and/or entities are solely responsible for their content. 

Any links to other websites are not intended to be referrals or endorsements of these sites. The links 
provided are maintained by the respective organizations, and they are solely responsible for the 
content of their own sites. 




